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[bookmark: OLE_LINK2]Abstract of the contribution: this contribution proposes specify the support of emergency services for non-3GPP in TS 23.501 clause 5.16.4.1.
1. Introduction
There is an Editor's note “how emergency services will be supported for non-3GPP access is FFS.” in TS 23.501 clause 5.16.4.1.
As there is no technical discussion on 5G emergency services for non-3GPP access in SA2 so far and the experience in 23.402 teaches us that in order to support Emergency services on untrusted N3GPP several issues related to N3IWF selection, establishment of IKEv2 for not authenticated UE, etc needs to be solved. Furthermore the support of Emergency services requires specific capability on the Access Stratum in AN which can not be generic and well location information which may be access specific. However the authentication shall consider the following four behaviors:
a.	Valid UEs only. No limited service state UEs are supported in the network. Only UEs that have a valid subscription, are authenticated and authorized for PS service in the attached location are allowed. UEs should be attached to the network and then perform a PDN Connection Request when an IMS emergency session is detected by the UE.
b.	Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected.
c.	IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UEs without UICC).
d.	All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.
In case of valid UE only, the UE is a capable to access to 5GS and it connected to an AMF requiring an Emergency services service. The NAS and the AMF is common between 3GPP and N3GPP , so the same procedure can be applied. What need to be clarified are:
1. whether, as in PDG scenario, there are specific condition for selecting the N3IWK supporting Emergency services 
2. whether extension done in 4G for EPC for transporting location information is applicable.
To both question the answer is “yes, they can be used with the condition that N3IWK selection for Emergency services is adapted to N3IWK discovery.
The scenario c) for IMSI Required and authentication optional,  and d) has dependence from the Registration procedure that will be selected and consequently whether modification are required to IKEv2 procedure for allowing establishment of IPsec from UE without valid IMSI, so it is proposed to not consider these scenarios in current release of the specification. 
The clause 5.16.4 requires that the Access Stratum shall provide an Access Stratum Broadcast indication to UE as to whether eCall over IMS is supported. This mandatory requirement is not applicable to the Untrusted N3GPP, since the WLAN AP and WLAN interface on UE has no mandatory support of such capability which is not subject of any WFA certification program. After that the IKEv2 has been established such indication of support of eCALL over IMS via N3IWK shall be provided.

2.     Proposal
[bookmark: OLE_LINK23]It is proposed to make the changes into TS 23.501. Please note that all changes shall be reflected in 23.502 specification.

* * * * 1st  Changes * * * *
[bookmark: _Toc488397014]5.16.4	Emergency services
[bookmark: _Toc488397015]5.16.4.1	Introduction
Emergency services are provided to support IMS emergency sessions. Emergency services refers to functionalities provided by the serving network when the network is configured to support emergency services. Emergency services are provided to normal registered or emergency registered UEs and depending on local regulation, to UEs that are in limited service state. Receiving emergency services in limited service state does not require a valid subscription. Depending on local regulation and an operator's policy, the network may allow or reject an emergency registration request for UEs that have been identified to be in limited service state. Four different behaviours of emergency services as identified in TS 23.401 clause 4.3.12.1 is supported.
To provide emergency services, the AMF is configured with Emergency Configuration Data that are applied to emergency services that are established by an AMF based on request from the UE. The AMF Emergency Configuration Data contain the Emergency DNN which is used to derive an SMF, or the AMF Emergency Configuration Data may also contain the statically configured SMF for the Emergency DNN. The SMF may also store Emergency Configuration Data that contains statically configured UPF information for the Emergency DNN.
UEs that are in limited service state, as specified in TS 23.122 [10], initiate the Registration procedure by indicating that the registration is to receive emergency services, referred to as emergency registration. Also, UEs that had registered for normal services and do not have emergency PDU sessions established and the UE is subject to mobility restriction in the present area or RAT (e.g. because of restricted tracking area) shall initiate Emergency Registration procedure. Based on local regulation, the network supporting emergency services for UEs in limited service state provides emergency services to these UE, regardless whether the UE can be authenticated, has roaming or mobility restrictions or a valid subscription. For emergency services, other than eCall over IMS, the UEs in limited service state determine that the cell supports emergency services over NG-RAN from a broadcast indicator in AS. Emergency calls for eCall Over IMS are only performed if the UE has a UICC.
UE is considered to be emergency registered if it is in limited service state and it has only PDU sessions for emergency services.
A serving network shall provide an Access Stratum broadcast indication to UEs as to whether eCall Over IMS is supported. A UE that is not in limited service state determines that the cell supports eCall Over IMS using the broadcast indicator for eCall over IMS.
NOTE 1:	The Access Stratum broadcast indicator is determined according to operator policies and minimally indicates that the PLMN, or all of the PLMNs in the case of network sharing, and at least one emergency center or PSAP to which an eCall Over IMS can be routed, support eCall Over IMS.
A UE in limited service state determines that the cell supports eCall Over IMS using both the broadcast indicator for support of emergency services over NG-RAN and the broadcast indicator for eCall over IMS.
NOTE 2:	The broadcast indicator for eCall Over IMS does not indicate whether UEs in limited service state are supported. So, the broadcast indicator for support of emergency services over NG-RAN that indicates limited service state support needs to be applied in addition.
For a UE that is Emergency Registered, if it is unauthenticated the security context is not set up on UE.
UEs that camp normally on a cell and in RM-DEREGISTERED state, (i.e. without any conditions that result in limited service state), initiate the normal initial registration procedure. Upon successful normal registration (i.e. not emergency registration), such UEs initiate the UE Requested PDU session establishment procedure to receive emergency services. The UEs that camp normally on a cell are informed that the PLMN supports emergency services over 5G-AN from the Emergency Service Support indicator in the Attach and TAU procedures.
Editor's note:	how emergency services will be supported for non-3GPP access is FFS.
NOTE 3:	The Emergency Service Support indicator in the Registration procedures does not indicate support for eCall Over IMS.
For a UE that is Emergency Registered, normal PLMN selection principles apply after the end of the IMS emergency session.
For emergency services, there is no support for inter PLMN mobility thus there is a risk of service disruption due to failed inter PLMN mobility attempts.
The UE shall set the RRC establishment cause to emergency as defined in TS 38.331 [xx] when it requests an RRC connection in relation to an emergency session.
When a PLMN supports IMS and emergency services:
-	all AMFs in that PLMN shall have the capability to support emergency services.
-	at least one SMF shall have this capability.


* * * * 2nd  Changes * * * *

5.16.4.x	Emergency Service support  N3GPP
This clause provides an overview about the support for emergency service for UE connected via Untrusted N3GPP to support IMS Emergency Session. The specification in clauses 5.16.4.1, 5.16.4.2, 5.16.4.3, 5.16.4.4, 5.16.4.5, 5.16.4.6 and 5.16.4.7 are applicable with the modification described in this clause. 
In this Release of the specification, to support emergency sessions over Untrusted N3GPP access,
1.	An UE issues an Emergency session over Untrusted N3GPP access to 5GC as a last resort (e.g. impossibility to use 3GPP access). 
2.	Only behaviour a), b) and c) defined in TS 23.401 clause 4.3.12.1 are supported. The emergency services for a UE without IMSI (unauthenticated EU) is not supported. 
3.	No specific mechanisms are defined to select a specific WLAN AP for emergency services. 
[bookmark: _GoBack]4	The eCall is not supported on Untrusted N3GPP.
Note: The Access Stratum Broadcast indication to UE whether eCall over IMS is not supported in WLAN AP. The support of Access Stratum Broadcast indication to UE in N3GPP access network is outside the scope of 3GPP.
The non-roaming architecture (Figure 4.2.8.2.1-1) and roaming architecture with the visited operator's application function (Figure 4.2.8.2.2-1) apply for emergency services. The other roaming architectures with services provided by the home network do not apply for emergency services.
The UE performs N3IWF selection for emergency service based on the ePDG selection mechanism as specified in the TS 23.402 [xx] clause 4.5.4a except for the following differences.
-	The Tracking/Location Area Identity FQDN shall be constructed by the UE based only on the Tracking Area wherein the UE is located. The Location Area is not applicable on the 3GPP access.
-	The ePDG FQDN format is substituted by with N3IWF FQDN format as specified in TS 23.003 [xx].
Editor's note:	the reference to TS 23.003 might be revised whether definition related to 5G would be included in a different TS.
-	The ePDG identifier configuration and the ePDG selection information are substituted by the N3IWF identifier configuration and the N3IWF selection information respectively.
- If the UE is not equipped with a UICC, the N3IWF selection is not supported in this Release of specification.
* * * * End of Changes * * * *
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